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1. Introduccidon

TAIGA MISTRAL tiene implementado un canal de denuncias que consiste en la siguiente
direccién de correo electrénico denuncias@taigamistral.com o a través de correo postal al
domicilio sito en ¢/ Gobelas 13, 1° planta, C.P. 28023, Madrid, a la atencién de la Responsable
del Sistema Interno de Informacién, como cauce preferente a disposicion de todos los
directivos, empleados, colaboradores, proveedores y clientes, asi como de cualquier otro
tercero, para comunicar cualquier inquietud acerca de un posible incumplimiento o violacién
a lo dispuesto en el Cédigo ético o en cualquier otra Politica interna de la organizacién, o
reportar una irregularidad que ellos defecten en el desempefio de sus funciones, asi como
cualquier infraccién u omisién de la que tenga conocimiento y que pueda suponer una
infraccién del derecho de la Unidn Europea o sus intereses financieros o, incluso, infracciones
penales o administrativas en el marco juridico espafiol, tal como se explica en la Politica del

Sistema Interno de Informacién de TAIGA MISTRAL.

A través de este documento se desarrolla el Procedimiento de Gestién de Comunicaciones, el
cual establece las previsiones necesarias para que el Sistema Interno de Informacién y el canal
interno de comunicacién cumplan con los requisitos establecidos en la Ley 2/2023, de 20 de
febrero, reguladora de la protecciéon de las personas que informen sobre infracciones

normativas y de lucha contra la corrupcion.

Si bien el canal de comunicaciones interno es el cauce preferente, alternativamente toda
persona fisica puede informar ante la Autoridad Independiente de Proteccién del Informante
(en adelante, “A. A.1."”) o ante las autoridades u érganos autondmicos correspondientes, de la
comisién de cualquier accidén u omisién, ya sea directamente o previa comunicacion a través
del referido canal inferno y de acuerdo con los términos establecidos en la precitada Ley

2/2023.
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2. Etapas del Procedimiento de
Gestion de las comunicaciones

2.1 Recepcién de comunicaciones

En TAIGA MISTRAL, la recepcién de toda comunicacién que se haga a través del Sistema
Inferno de Informacién es gestionada por la Compliance Officer, quien tiene acceso en

principio exclusivo al canal interno de la organizacion.

Sin embargo, en los casos en los que ella se encuentra directamente relacionada con la
situacién a comunicar, la denuncia serd derivada al SUSTITUTO nombrado por el consejo de

Administracién, Alberto Orejana, Director de Operaciones (COO) de TAIGA MISTRAL.

Dicha comunicacién puede realizarse a través del correo electronico por escrito, pudiendo ser
de forma andénima o nominal, siendo en cualquier caso confidencial e incluyendo la
descripcién de los hechos, la identificacion de las personas involucradas y, en caso de ser
posible, aportando pruebas que acrediten el incumplimiento referido, explicando las

circunstancias en las que ha tenido acceso a dicha informacién.

Si excepcionalmente se recibe una comunicacion por cualquier otro cauce distinto al Sistema
Inferno de Informacién, ya sea de forma verbal o escrita, ésta se derivard al canal de
comunicaciones, previo consentimiento del informante o bien mediante una grabacién de la
conversacién o bien a través de una transcripcion completa y exacta de la conversacion. Tras

esta derivacion su tratamiento y gestién se realizara siguiendo el presente Procedimiento.

Asimismo, si la comunicacién se recibe a través de canales internos distintos a los establecidos
por la organizacién o es dirigida a miembros del personal no responsable de su tratamiento,
la organizacién igualmente garantiza la conservacién de la confidencialidad, advirtiendo que
su incumplimiento implicaria una infraccion muy grave de la Ley y que, inmediatamente, la

comunicacién es remitida al Responsable del Sistema.

Una vez recibida una comunicacién o informacién, automaticamente se notifica al Compliance

Officer quien, como Responsable del Sistema, es el érgano encargado de iniciar el proceso
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de investigacién correspondiente, en su caso, para la aclaracion de los hechos objeto de

comunicacion.

La Compliance Officer como Responsable del Sistema Interno de Informacién garantiza en
todo momento el respeto a la independencia, la confidencialidad, la proteccién de datos y el

secreto de las comunicaciones.

En el plazo de siete (7) dias naturales siguientes a la recepcion de la comunicacion se envia
un acuse de recibo al informante. Este acuse de recibo se incorpora al expediente incluyendo,
en todo caso, informacién clara y accesible sobre los canales externos de informacién ante las

autoridades competentes.

En los casos en los que realizar un acuse de recibo pudiese poner en peligro la
confidencialidad de la comunicacién, para garantizarla, no se realizard hasta que haya

trascurrido un plazo que se considere prudencial.

Tal como se menciond en pérrafos anteriores, alternativamente a este canal interno preferente,
se puede informar ante la Autoridad Independiente de Proteccién del Informante, A.Al, o
ante las autoridades u érganos autonémicos correspondientes, de la comisién de cualquier
accién u omisién que pueda ser constitutiva de alguna de las infracciones susceptibles de ser
comunicadas por medio del Sistema Interno de Informacién’, ya sea directamente o previa
comunicacién a través del referido canal interno, siguiendo lo dispuesto en el Anexo 1, sobre

los canales externos de informacién.

2.2 Tramite de admisién

En primer lugar, si el Responsable del Sistema Interno de Informacion se encontrase implicado
en dicha comunicacién, se exigiré su inhibicion en la gestion y tramitacion de la comunicacién
recibida y serd sustituido. En consecuencia, la investigacién serd asumida por un SUSTITUTO

designado por parte del 6rgano de administracion, para llevar adelante estos particulares

T Al respecto ver lo indicado en el Apartado 3, “Del contenido de las comunicaciones”, de la Politica del Sistema

Interno de Informacién.
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casos. Dichas sustituciones y nuevo nombramiento se harén constar por escrito en la apertura

del expediente de investigacion.

Tras recibir la comunicacién, se le asigna un NUMERO DE REGISTRO que corresponde con
su EXPEDIENTE y una serie de CODIGOS para anonimizar tanto al informante como al
investigado, los hechos, y a cualquier ofro tercero que se pueda ver afectado por la

comunicacion.

Si la Compliance Officer o el SUSTITUTO advierte que los hechos informados pudieran ser
indiciariamente constitutivos de delito, remite la informacion de forma inmediata al érgano de

administracién, quien debera decidir su remision inmediata al Ministerio Fiscal.

Finalmente, tras la recepcién de la comunicacién, la Compliance Officer o el SUSTITUTO deja

constancia de la siguiente informacién:

»  Los datos objetivos de la comunicacién: hechos, fechas, nombres, cantidades, lugares,
contactos, efc., que aporte quien efectle la comunicacién.

Y Los dafos subjetivos: opiniones, rumores, ideas, y apreciaciones que el informante
considere necesarios en la narracién de la comunicacion.

Y Valoraciéon de la Compliance Officer o del SUSTITUTO acerca de si la comunicacion
estd asociada a una posible o supuesta infraccién o si es una mera reclamacién o

sugerencia relativa para mejorar un area del negocio, la situacién laboral, efc.

2.3 Tramite de investigacion

En el supuesto de que se admitiera a trémite la comunicacion, la investigacion es dirigida por
la persona fisica seleccionada por la Compliance Officer o el SUSTITUTO y desarrollada por

éste.

En primer lugar y previo acuerdo con la persona informante, se toman las medidas cautelares

preventivas que se estimen pertinentes.
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En caso de que sea posible, se podré solicitar a la persona informante que aporte informacién
adicional necesaria para el transcurso de la investigacién a la que haya dado lugar su

comunicacion,

En esta etapa se notifica y se ENTREVISTARA al INVESTIGADO, comunicandosele su derecho
a ser informado sobre las acciones u omisiones que se le atribuyen, pudiendo igualmente
ejercer su derecho a ser oido, sin que en ningln caso se le comunique la identidad del

informante.

También se cita y entrevista a los terceros implicados (si los hubiere) a efectos de que expliquen
e indiquen las alegaciones que consideren. Se realizarén cuantas diligencias de investigacion
sean necesarias para las partes y se dejard constancia documental de todo lo actuado en el

expediente.

Las diligencias que se practiquen hacia terceros u ofros érganos, éreas o departamentos de
TAIGA MISTRAL deberén realizarse manteniendo el anonimato del INFORMADOR vy del

INVESTIGADQO, asi como los motivos de la comunicacidn.

En todo momento se garantiza la confidencialidad de la informacién, asi como la presuncién

de inocencia y el respeto al honor de todas las personas que se vean afectadas.
Durante esta etapa la Compliance Officer o el SUSTITUTO:

1°- Investiga los hechos comunicados vy, concretamente:

Y Los elementos objetivos y subjetivos aportados por el informante, priorizando los
elementos objetivos respaldados con documentacién que acredite, todo o en parte,
los hechos informados.

Y La reputacién, seriedad vy fiabilidad del informante.

»  Las alegaciones y pruebas de descargo aportadas por el investigado.

» La prueba practicada con terceros, o con ofros érganos, dreas o departamentos

relacionados.

2°- Analiza y valora las eventuales consecuencias que los hechos comunicados puedan

producir:
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En primer lugar, la Compliance Officer o el SUSTITUTO comprueba si estos hechos se
produjeron por una importante falta de controles internos en TAIGA MISTRAL. En su caso,

propondrd medidas paliativas y preventivas urgentes para evitar nuevos riesgos.

En segundo lugar, si la gravedad, especialidad o complejidad de los hechos lo aconseja, la
Compliance Officer o el SUSTITUTO podré nombrar a otro profesional directivo o a una tercera
persona especializada para colaborar en la investigacién. Asimismo, si como consecuencia de
los hechos comunicados se pudieran producir pérdidas de activos, la Responsable del Sistema
Inferno de Informacién adopta las medidas tendentes a detener o mitigar dichas pérdidas. Si
se puede producir una fuga o destruccién de pruebas relevantes para la comunicacion, de
forma previa al inicio de la investigacién, la Compliance Officer o el SUSTITUTO se encarga
de asegurarse evidencias y también valora la pertinencia de informar a los érganos de gobierno
sobre esta comunicacién. Por (ltimo, comprueba si existe la posibilidad de que se hayan
causado perjuicios a terceros en cuyo caso, valora la entidad del perjuicio y la necesidad de

informar al tercero perjudicado.

El plazo para desarrollar la investigacion y dar una respuesta al informante sobre las actuaciones
que se hayan llevado a cabo, asi como el resultado de las mismas, depende de la gravedad
de los hechos comunicados y sus potenciales consecuencias, quedando a criterio y riesgo de
la Compliance Officer la duracién de esta etapa. No obstante, de acuerdo con lo establecido
por el articulo 9.2. d) de la Ley 2/2023, de 20 de febrero, reguladora de la proteccién de las
personas que informen sobre infracciones normativas y de lucha contra la corrupcién, este
plazo no puede ser superior a tres (3) meses a contar desde la recepcién de la comunicacion
0, si no se remitié un acuse de recibo al informante, tres (3) meses a partir del vencimiento del
plazo de siete (7) dias después de efectuarse la comunicacién. Esto, salvo en los casos de
especial complejidad, cuyo plazo podra extenderse hasta un méximo de otros tres (3) meses

adicionales?.

2 Estos plazos se cumpliran, en todo caso, sin perjuicio de lo dispuesto en la normativa laboral o convenio colectivo aplicable a

cada supuesto, cuyos plazos prevaleceran en caso de contradiccién.
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Si la comunicacién contiene datos personales de terceros distintos al investigado (por ejemplo,
testigos, proveedores, clientes, etc.), la Compliance Officer o el SUSTITUTO dejaré constancia
por escrito de que se deberd suprimir toda aquella informacién personal facilitada que no sea
necesaria para la investigacion, y proceder a informar a los terceros cuyos datos vayan a ser
tratados. La informacién cumplird con los requisitos informativos de la normativa de proteccién
de datos, omitiendo de esta informacién la identidad del informante, que debera mantenerse

confidencial.

Todas estas notificaciones se deciden por la Compliance Officer o el SUSTITUTO en su funcién
de Responsable del Sistema, constan por escrito en el expediente y son ejecutadas a través
del Canal de Denuncias que consiste en la siguiente direcciéon de correo electrénico

denuncias@taigamistral.com.

2.4 Terminacion de las actuaciones

Tras la investigacion de la comunicacién y con la documentacion acreditativa que sirviera para
esclarecer los hechos, se elabora un VEREDICTO o RESOLUCION que es aprobado mediante

Acta extraordinaria de la Compliance Officer o el SUSTITUTO con el siguiente contenido:

Y Descripcién de los hechos: n° de registro de la comunicacién; fecha de la
comunicacién; hechos informados; partes intervinientes; documentacién aportada a lo
largo de la investigacién por ambas partes (informante e investigado), por otros
drganos, dreas o departamentos o por terceros; entrevista con el investigado y/o con
terceros, efc.

Y Anélisis y valoracién de las pruebas obtenidas.

Yy En caso de que efectivamente se compruebe la irregularidad comunicada, la
Compliance Officer dedicard un apartado del veredicto para efectuar las
recomendaciones que considere necesario implementar para mejorar los controles y

protocolos internos que hayan sido deficientes en esta ocasién.
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»  Resolucién: previa aprobacién de los érganos de gobierno, dicha resoluciéon esta
fundamentada y contiene los motivos por los cuales ARCHIVA SIN' SANCION o
ARCHIVA CON SANCION.

l. ARCHIVO SIN SANCION: Tras la investigacién, si se concluye que la infraccién
denunciada es manifiestamente menor y no requiere mas seguimiento, se procede a su
ARCHIVO. También corresponde el archivo en los supuestos de denuncias reiteradas que
no contengan informacién nueva y significativa sobre infracciones ya denunciadas con
anterioridad y cuyo procedimiento de investigacion ya haya concluido, a menos que se
den nuevas circunstancias de hecho o de derecho que justifiquen un seguimiento distinto.

En estos casos, debe comunicarse al denunciante la resolucién y ésta debe estar motivada.

II.  ARCHIVO CON SANCION: La Compliance Officer puede proponer la aplicacién de
una sancién, pero la decision recae en el érgano de gobierno en coordinacién con el drea
de recursos humanos, de conformidad con los procedimientos indicados para la aplicacién

de sanciones laborales en la organizacién.

l. COMUNICACION A LAS AUTORIDADES: Si la comunicacién recibida a priori
pareciera tener relacién con la comisién de un delito, la Compliance Officer la pondra en
inmediato conocimiento del érgano de administracién a efectos de la valoracion de su

denuncia ante el Ministerio Fiscal.

En este sentido, la Ley de Enjuiciamiento Criminal espafiola contempla en su art. 259 que
quien presenciare la perpetracion de cualquier delito piblico® estéd obligado a ponerlo

inmediatamente en conocimiento del Juez de instruccién, de paz, comarcal o municipal, o

% La clasificacién de un delito como piblico tiene relacién con quién impulse su persecucién (de oficio o por la parte perjudicada), siendo los
delitos puablicos perseguibles de oficio sin necesidad de la previa denuncia por el perjudicado. Ademas de los delitos contra la vida y la libertad,
en el catdlogo de delitos que generan responsabilidad penal de la persona juridica encontramos, a titulo ejemplificativo los siguientes delitos
puablicos: la estafa, cohecho, tréfico de influencias, blanqueo de capitales, financiacién del terrorismo, delitos contra la Hacienda Piblica y la
Seguridad Social, delitos contra el medicambiente y los recursos naturales, delitos contra la ordenacién del territorio, contra los derechos
fundamentales y libertades publicas, contrabando, entre ofros). Por el contrario, son delitos privados las calumnias e injurias entre particulares (la
justicia sélo podré actuar cuando la persona perjudicada presente una denuncia o querella) y los delitos semipublicos son perseguibles de oficio
una vez que inicialmente el perjudicado haya hecho la denuncia (delitos de descubrimiento y revelacién de secretos, delitos contra la propiedad

intelectual, agresiones, acosos y abusos sexuales, entre otros).

10




Y]
Procedimiento de Gestién de Comunicaciones - Taiga Mistral : s
‘QQ

funcionario fiscal mas préximo al sitio en que se hallare, bajo una multa de 25 a 250

pesetas®.

Sin embargo, el deber de denunciar a las autoridades competentes se incrementa respecto
a determinados delitos que distingue la norma penal. A este respecto, el Cédigo Penal
espafiol, en su art. 450°, contempla la “omisién de los deberes de impedir delitos o de
promover su persecucion”, sancionando a quien no impidiere la comisién de un delito que
afecte a las personas en su vida, integridad o salud, libertad o libertad sexual, pudiendo
hacerlo con su intervencion inmediata y sin riesgo propio o ajeno, y a quien, pudiendo
hacerlo, no acuda a la autoridad o a sus agentes para que impidan unos de estos delitos

y de cuya préxima o actual comisién tenga noficia.

Por lo tanto, si una vez finalizada la investigaciéon de los hechos, se confirmara la veracidad de
los mismos, TAIGA MISTRAL tomara todas las medidas necesarias para poner fin al hecho
denunciado v, si procede y teniendo en cuenta las caracteristicas del hecho, aplicaréd las
acciones que considere oportunas recogidas en el régimen disciplinario, la legislacion laboral

vigente y, en su caso, de acuerdo a la legislacién penal precitada.

Las medidas que puedan imponerse internamente no limitaran, en ninglin momento, el ejercicio

de las acciones legales que pueda llevar a cabo TAIGA MISTRAL.

En todos los casos, se NOTIFICA la RESOLUCION tanto al informante como al investigado,
teniendo en cuenta el plazo maximo de tres (3) meses desde la recepcion de la comunicacion,
no se notificard al informante cuando este haya renunciado a ello, no se disponga de datos de

contfacto o se trate de un informante anénimo.

4 Segln redaccién literal actual del art. 259 de la Ley de Enjuiciamiento Criminal espafiola.

> Art. 450 del Cédigo Penal espafiol: “1. El que, pudiendo hacerlo con su intervencién inmediata y sin riesgo propio o ajeno, no impidiere la
comisién de un delito que afecte a las personas en su vida, integridad o salud, libertad o libertad sexual, seré castigado con la pena de prisién de
seis meses a dos afios si el delito fuera contra la vida, y la de multa de seis a veinticuatro meses en los demés casos, salvo que al delito no impedido
le correspondiera igual o menor pena, en cuyo caso se impondré la pena inferior en grado a la de aquél. 2. En las mismas penas incurrird quien,
pudiendo hacerlo, no acuda a la autoridad o a sus agentes para que impidan un delito de los previstos en el apartado anterior y de cuya préxima o

actual comisién tenga noticia.

N
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Tras esto, a Compliance Officer ordena el ARCHIVO de la misma, respetando en todo caso, la

legislacion vigente en materia de proteccién de datos.

En caso de ARCHIVO CON SANCION, la notificacién al investigado contendré la adopcién

de las medidas contractuales, disciplinarias o judiciales que se vayan a adoptar.

TAIGA MISTRAL garantiza, tal como expone en su Politica del Sistema Interno de Informacion,
que nunca se tomarén represalias contra cualquier persona que de buena fe ponga en su
conocimiento la comision de un hecho ilicito, colabore en su investigacién o ayude a resolverla.
Esta garantia no alcanza a quienes actGen de mala fe con dnimo de difundir informacién falsa
o de perjudicar a las personas. Contra estas conductas ilicitas, TAIGA MISTRAL adoptaré las

medidas legales o disciplinarias que proceda.

12
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3. Registro de las comunicaciones

El Responsable del Sistema cuenta con un registro de las informaciones recibidas y las
investigaciones internas a que hayan dado lugar, de forma que le sirve para almacenar y/o
recuperar informacién clave sobre cada incidencia, incluyendo la fecha y fuente de la
comunicacién original, el plan de la investigacion, resultados de entrevistas o cualquier otro
procedimiento de investigacién, tareas pendientes, resolucién final, asi como la cadena de

custodia de cualquier evidencia o informacién clave.

13
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4. Proteccion de Datos Personales

Tal como se expone en la Polftica del Sistema Interno de Informacion de TAIGA MISTRAL, los
tratamientos de datos personales que deriven de la aplicacién de dicha Politica y del presente
Procedimiento de Gestién de Comunicaciones, se rigen por lo dispuesto en el Titulo VI de Ley
2/2023, por lo dispuesto en el Reglamento (UE) 2016/679 del Parlamento Europeo y del
Consejo, de 27 de abril de 2016, en la Ley Organica 3/2018, de 5 de diciembre, de
Proteccién de Datos Personales y garantia de los derechos digitales, en la Ley Orgénica
7/2021, de 26 de mayo, de proteccién de datos personales tratados para fines de prevencion,
deteccidn, investigacién y enjuiciamiento de infracciones penales y de ejecucién de sanciones

penales.

Considerando el principio de minimizacién de los datos del Reglamento General de Proteccién
de Datos recogido en la Ley 2/2023, TAIGA MISTRAL Gnicamente trata los datos personales
necesarios para el conocimiento e investigacién de las acciones u omisiones objeto de
investigacién a través del Sistema Interno. En consecuencia, en la medida en que los datos
personales recabados no se consideren de necesario conocimiento o que se acreditase que
no se trata de informacién veraz TAIGA MISTRAL procederd a su supresién en los términos

establecidos en el articulo 32 de la Ley 3/2018°.

Asimismo, TAIGA MISTRAL Unicamente puede tratar datos de categoria especial” cuando los
mismos resulten necesarios para la adopcién de las correspondientes medidas correctoras o
los procedimientos sancionadores que eventualmente deban cursarse, debiendo, en caso

contrario, proceder a su inmediata supresién en los términos mencionados anteriormente.

% Cuando proceda la supresién, TAIGA MISTRAL bloqueara los datos adoptando cuantas medidas resulten necesarias para impedir
el tratamiento de la informacién bloqueado (salvo su puesta a disposicién a las autoridades judiciales, Ministerio fiscal o
administraciones publicas competentes para la exigencia de posibles responsabilidades) durante el tiempo necesario para guardar
evidencia del funcionamiento del sistema que, considerando los plazos de prescripcién indicados en la Ley 2/2023, se fija en 3
anos.

Es preciso destacar que la obligacién de bloqueo y conservacién no procede al respecto de datos personales contenidos en
comunicaciones no investigadas, Gnicamente pudiendo ser conservadas de forma anonimizada.

’ Datos personales que revelen el origen étnico o racial, opiniones politicas, convicciones religiosas o filoséficas, o la afiliacién
sindical, y el fratamiento de datos genéticos, biométricos, datos relativos a la salud, a la vida sexual o las orientaciones sexuales
de una persona.

14
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En dltimo lugar, TAIGA MISTRAL debe garantizar que los sujetos afectados por el tratamiento
de datos personales llevados a cabo como consecuencia de la investigacion puedan ejercer
los derechos de acceso, rectificacién de datos inexactos, supresién, limitacién, portabilidad,
oposicién y a no ser objeto de una decisién basada Gnicamente en el tratamiento automatizado.
Teniendo en cuenta para el ejercicio de derechos que, el derecho de acceso no podra incluir
informacién sobre el informante y que el derecho de oposicién de las personas investigadas

podra denegarse por motivos legitimos.

5. Aprobacion

El Procedimiento de Gestién de Comunicaciones ha sido aprobado por el Consejo de
Administracién y puede ser modificado con la finalidad de mejorar la confidencialidad y la

efectividad en la gestion de las comunicaciones cursadas.

Asimismo, este Procedimiento se revisa y/o modifica por parte de la Compliance Officer, quien

puede externalizar el servicio a profesionales especialistas:

y  Siempre que se produzcan cambios relevantes en la organizacién, en la estructura de
control o en la actividad desarrollada por la entidad que asi lo aconsejen.

y  Siempre que haya modificaciones legales que asf lo aconsejen.

Y Siempre que se pongan de manifiesto infracciones relevantes de sus disposiciones

que, igualmente, lo aconsejen.

Igualmente se revisa, aun cuando no se produzca ninguna de las circunstancias anteriormente

descritas, al menos una vez al afio.
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6. Historial de versiones

Version Fecha Aprobado por
Motivo del cambio
V.01 13/06,/2023 Consejo de Administracién
i o - Modificacién domicilio.
V.02 18/06/2025 Consejo de Administracién o )
- Inclusién figura del Sustituto.
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7. Anexo 1. Canales externos de
informacion

7.1  Canal externo de informacion de la Autoridad Independiente de
Proteccion del Denunciante, A.A.I.

Todas las personas fisicas pueden informar ante la Autoridad Independiente de Proteccion del
Informante (A.A.l), o ante las autoridades u érganos autondmicos correspondientes, de la
comisién de cualesquiera acciones u omisiones a las que se refiere el Sistema Interno de
Informacién de TAIGA MISTRAL, ya sea directamente o bien previa comunicacion a fravés del

canal de denuncias de la organizacién

7.2 Infofraude

El Servicio Nacional de Coordinacién Antifraude® (SNCS), como érgano nacional encargado
de coordinar las acciones destinadas a proteger los intereses financieros de la Unién Europea,
y en dependencia de la Intervencién General de la Administracién del Estado, posibilita que
la ciudadania ponga en su conocimiento aquellos hechos de los que tengan conocimiento y
que puedan ser constitutivos de fraude o cualquier ofra irregularidad en relacién con proyectos

u operaciones financiados con fondos procedentes de la Unién Europea.

De este modo, desde su pagina web se puede acceder al formulario para la comunicacién de
fraudes e irregularidades (también conocido como infofraude) y que puede ser utilizado con
garantia de confidencialidad:

https: //www.igae.pap.hacienda.gob.es/sitios/igae/es-ES/CA-
UACI/SNCA /Paginas/ComunicacionSNCA.aspx

8 https://www.igae.pap.hacienda.gob.es/sitios/igae/es-ES/CAUACI/SNCA/Paginas/Inicio.aspx
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nicia > Coardinacion Antifraude-UAC! > Servicio Maconal de Conrdinacin Antifraude (SHCA}

sabre frauds © cualquier otra afocte a fandos europeos (Canal de deauncias extema)

Comunicacion de informaciones sobre fraude, corrupcion o
cualquier otra actividad ilegal que afecte a fondos europeos
(Canal de denuncias externo)

Si desea pener en conocimients del Servicio Nacional de Coardinacién Antifraude (SNCA) hechos que puedan ser

constitutivos de fraude o iregularidad en relacién con proyectos u operaciones finsncisdas con fondes europeos
puede utiizar el canal INFOFRAUDE

Canal Infofraude: FORMULARIO
Analisis de Ia informacién remitida
Garantia de confidencialidad
No condicién de interesado
1 Proteccién de datos
Silo desea, puede dirigirse a la Oficina Europea de Lucha contsa el Fraude (GLAF) a través def enlace

https://ins.olaf europa.eu/main_eshtm o a la Fiscalla Europea (EPPO) a trawés del enlace hitps://www eppo.europa.eu/es/form/eppo-

report-a-crime
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